**Памятка по информационной безопасности для педагогических работников**. **Вот некоторые рекомендации:**

1. **Парольная защита**. Не сохраняйте пароли в программах. Сохраняйте в тайне личный пароль. Никогда не сообщайте пароль другим лицам и не храните записанный пароль в общедоступных местах.
2. **Антивирусная защита**. Никогда не отключайте установленное на рабочем месте антивирусное программное обеспечение. Обязательно проверяйте на наличие вирусов все внешние носители информации.
3. **Интернет и электронная почта**. Содержание интернет-ресурсов, а также файлы, загружаемые из интернета, обязательно проверяйте на отсутствие вредоносных программ и вирусов. Не переходите по ссылкам, не запускайте программы и не открывайте файлы, полученные по электронной почте от неизвестного вам отправителя. Не передавайте по электронной почте ваши пароли.
4. **Прочее**. Не устанавливайте самостоятельно программное обеспечение, если это не входит в ваши обязанности. Запрещается устанавливать и запускать нелицензионное или не относящееся к выполнению ваших должностных обязанностей программное обеспечение. Располагайте мониторы и печатающие устройства таким образом, чтобы исключить несанкционированный доступ к отображаемой и печатаемой информации. При временном оставлении рабочего места в течение рабочего дня в обязательном порядке блокируйте компьютер нажатием комбинации клавиш «Win + L».